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Foreword 

 
 
This Singapore Standard was prepared by the Working Group on IoT Interoperability set up by the 
Technical Committee on IoT under the purview of the Information Technology Standards Committee. 
 
This SS was developed to facilitate the sharing of IoT data, information, infrastructure and devices 
across multiple industry applications to support Singapore’s Smart Nation vision, by providing design 
considerations and recommendations for common interface standards applicable for cross-domain 
applications and nation-wide deployments. 
 
This SS aims to promote the use of IoT standards to lower the barriers of entry by technopreneurs, to 
foster the development of innovative solution, and to interwork collaboratively with other systems. 
 
In preparing this standard, reference was made to the following publications:  
 

1. ISO/IEC 20924:2021, Information technology – Internet of Things (IoT) – Vocabulary 
2. ISO/IEC 30141:2018, Internet of Things (IoT) – Reference architecture  
3. ISO/IEC 21823-1:2019, Internet of Things (IoT) – Interoperability for IoT systems – Part 1: 

Framework 
 
Permission has also been sought from the International Organization for Standardization for the 
reproduction and adaptation of materials from the standards cited in Clause 3 and ISO/IEC 30141:2018 
(as Figures 4 and 5 of this standard). 
 
Acknowledgement is made for the use of information from the above publications.  
 
Attention is drawn to the possibility that some of the elements of this Singapore Standard may be the 
subject of patent rights. Enterprise Singapore shall not be held responsible for identifying any or all such 
patent rights.   
 
 
 
 
 
 
 
 
 
 
 
 
 

NOTE 

 
1.    Singapore Standards (SSs) and Technical References (TRs) are reviewed periodically to keep abreast of technical 
 changes, technological developments and industry practices. The changes are documented through the issue of 
 either amendments or revisions. Where SSs are deemed to be stable, i.e. no foreseeable changes in them, they will be 
 classified as “mature standards”. Mature standards will not be subject to further review unless there are requests to review 
 such standards. 
 
2. An SS or TR is voluntary in nature except when it is made mandatory by a regulatory authority.  It can also be cited in contracts 

making its application a business necessity. Users are advised to assess and determine whether the SS or TR is suitable for 
their intended use or purpose. If required, they should refer to the relevant professionals or experts for advice on the use of 
the document. Enterprise Singapore and the Singapore Standards Council shall not be liable for any damages whether 
directly or indirectly suffered by anyone or any organisation as a result of the use of any SS or TR. Although care has been 
taken to draft this standard, users are also advised to ensure that they apply the information after due diligence. 

 
3.   Compliance with a SS or TR does not exempt users from any legal obligations. 
 

 

file://///Stn_d_30002036/d/Kay%20-%20Templates%20-%20Public%20Comment,%20Printing,%20Approval/Printing%20of%20SS/Printing%20Manual-%20Aug%202003_v1.doc%23AnnexK
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IoT interoperability for Smart Nation 

 
 

0 Introduction  
 
Connected devices such as smartphones, fitness trackers and remote health monitoring devices have 
continued to grow as the Internet of Things (IoT) connects more and more devices. As the number of 
connected devices increases, it is essential that devices, systems, and services from different 
organisations have some manner of interoperability between themselves to realise the full benefits of 
IoT.  
 
A smart city is made up of both legacy systems and new projects from different domains. Standards 
play a critical role in enabling the interconnectivity of these legacy and green-field systems and the 
sharing of data and information among them. 
 
 

1 Scope  
 
This standard identifies common requirements for the interoperability of IoT systems, to support a 
variety of use cases and their integration. It also provides: 
 
– guidance on a minimum set of coherent international and/or industry standards to achieve 

interoperability. For interoperability, this SS references the IoT architectural and functional 
characteristics, identified in ISO/IEC 30141:2018 Clause 7, but it does not cover the IoT 
characteristics for trustworthiness. 

– guidance on how interoperability supports the desired characteristics of IoT. 
– common requirements for the interoperability of IoT components and solutions. 
– case studies to illustrate the recommendations. 

 
It also recommends a minimal set of applicable IoT standards. 
 
 

2 Normative references 
 
There are no normative references in this standard. 
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